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	Reason for change:
	#1 4.16.16.1 Dependency with the update in clause 6.6.2.4 of TS 23.503 CR1088 regarding UE decision to report URSP rule enforcement info.

#2 Incorrect heading number
The following heading number should be changed to 4.16.16.2.
4.16.16.1	Forwarding of URSP Rule Enforcement Information 
#3 Missing PDU Session information in Npcf_SMPolicyControl service operations
Per TS 23.503 clause 6.1.3.18, some additional PDU Sesison info (e.g. UE requested DNN) needs to be available in PCF.
6.1.3.18	Event reporting from the PCF
…
A request to forward UE reporting Connection Capabilities from an associated URSP rule triggers the reporting when the PCF receives UE reporting of URSP rule enforcement information from the SMF matching specific Connection Capabilities (see clause 6.6.2.4). The request may include SUPI(s), DNN(s) and/or S-NSSAI(s) to which the request applies. The PCF includes the received Connection Capabilities and PDU session information including the allocated UE address/prefix, SUPI, UE requested DNN, Selected DNN, S-NSSAI, SSC Mode, Request-Type, Access Type, RSN, PDU Session Pair ID. The reception of a subscription to this event triggers the setting of the corresponding Policy Control Request Trigger to SMF, if not already subscribed.
Therefore, the following is proposed: 
In clause 4.16.16.2 (after correction), 
· step 4, clarify that if the SMF receives Connection Capabilities from the UE, the SMF includes it in Npcf_SMPolicyControl_Create, and additionally the SMF includes additional PDU session information (UE Requested DNN (if different from the selected DNN), selected SSC mode, and RSN & PDU Session Pair ID (if available)). 
· Step 8: separate 8a from 8b. Clarify that the additional PDU Session information (UE requested DNN…) are also included if they were not provided before.
In clause 5.2.5.4.2, add the additional PDU Session information above.

#4 Clarify the interactions between PCFs in HR and LBO roaming cases, including incorporating the following description from TS 23.503 clause 6.6.2.4:
For LBO roaming session case, the H-PCF for the UE sends the PCRT for the UE reporting of URSP rule enforcement to the V-PCF for the UE during the UE Policy Association Establishment or Modification

	
	

	Summary of change:
	Clause 4.16.16.2 (after correction), 
Step 1 clarify that UE indicates the capability of URSP rule enforcement.
Step 4: clarify if the SMF receives Connection Capabilities from the UE, the SMF includes it in Npcf_SMPolicyControl_Create and additionally the SMF includes UE Requested DNN (if different from the selected DNN), selected SSC mode, and RSN & PDU Session Pair ID (if available). 
Step 6 Clarify the PCF interactions in HR and LBO roaming cases.
Step 8: split it into step 8a and 8b to align with the figure. And clarify that additional PDU Session information is provided by SMF to PCF if not provided before. 
Clause 5.2.5.4.2, add the additional PDU Session information.
Wording improvement
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	Other comments:
	There are two clauses with the same numbering “4.16.16.1”, and the 2nd one is corrected to 4.16.16.2.
This CR has dependency with changes in TS 23.503 CR1088 (e.g. clause 6.1.3.18 for additional PDU Session Information, and clause 6.6.2.4 for PCF interaction in roaming)
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[bookmark: _Toc20203939][bookmark: _Toc27894624][bookmark: _Toc36191691][bookmark: _Toc45192777][bookmark: _Toc47592409][bookmark: _Toc51834490][bookmark: _Toc83303923]* * * Start of Changes * * * 
[bookmark: _Toc138763263]4.16.16	Awareness of URSP Rule Enforcement
[bookmark: _Toc138763264]4.16.16.1	General
The UE procedure to reportAwareness of URSP rule enforcement is specified in clause 6.6.2.4 of TS 23.503 [20].
The content of tThis clause describes the PCF procedures necessary to realize this functionality.
[bookmark: _Toc138763265]4.16.16.21	Forwarding of URSP Rule Enforcement Information
This procedure applies when the PCF serving the PDU session receives URSP rule enforcement information from the SMF and forwards this information to the PCF serving the UE (see clause 6.1.3.18 of TS 23.503 [20]).


Figure 4.16.16.1-1: Forwarding of URSP Rule Enforcement Information
1.	The UE Policy Association is established, as described in clause 4.16.11 with the following enhancement.:
-	During initial registration or mobility registration when the UE moves from EPS to 5GS, the UE indicates the capability of reporting URSP rule enforcement to the PCF.  
2.	If tThe PCF indicates the UE to send reporting of URSP rule enforcement in the URSP rule as described in clause 6.6.2.4 of TS 23.503 [20]., then dDepending on operator policies in the PCF, the PCF may subscribe to the BSF, then step 3 follows, or provides its PCF binding information to the AMF in step 1 with the indication to be notified about the PCF for the PDU Session for a UE, then step 4 follows.
3.	The PCF for the UE determines that to include URSP rules depend on the UE reporting of URSP rule enforcement in the URSP rule(s), and it then subscribes to the BSF to be notified when a PCF for the PDU Session for this SUPI is registered in the BSF, by invoking Nbsf_Management_Subscribe (SUPI; DNN). 
NOTE: Steps 4 and 5 below are repeated for each PCF registered for a PDU Session to a SUPI included in the Nbsf_Management.
4.	The SMF establishes a SM Policy Association as described in clause 4.16.4 with the following clarification:. 
-	If the SMF and PCF supports reception of reporting of URSP rule enforcement information, and if the SMF receives reported Connection Capabilities from the UE in PDU Sesssion Establishment Request, the SMF, in Npcf_SMPolicyControl_Create Request, includes additional PDU Session information (UE requested DNN (if different from the selected DNN), SSC mode, RSN (if available) and PDU Session Pair ID (if available)).
-	The PCF for the PDU Session registers tThe allocated UE address/prefix, SUPI, DNN, S-NSSAI and the PCF address is registered in the BSF, as described in clause 6.1.1.2.2 of TS 23.503 [20].
5a.	If the PCF for the UE subscribed to the BSF in step 3, then the BSF notifies that a PCF for the PDU Session is registered in the BSF, by invoking Nbsf_Management_Notify (UE address(es), PCF address, PCF instance id, PCF Set ID, level of binding). When there are multiple PDU Sessions to the same UE, the BSF provides multiple notifications to the PCF.
5b.	If the PCF for the UE sent the request to notify that a PCF for the PDU Session is available to the AMF in step 1, then the PCF for the PDU Sessions sends Npcf_PolicyAuthorization_Notify (EventID set to SM Policy Association established, UE address, PCF address, PCF instance is, PCF Set ID) to the PCF indicated in the PCF binding information provided by the SMF.
6.	The PCF for the UE subscribes to notifications of event "UE reporting Connection Capabilities from associated URSP rule" as defined in clause 6.1.3.18 of TS 23.503 [20], using Npcf_PolicyAuthorization_Subscribe (EventId set to "UE reporting Connection Capabilities from associated URSP rule", EventFilter set to at least "list of Connection Capabilities") and immediate reporting flag set to the PCF for the PDU Session. The response includes the NotificationCorrelationId and any Connection Capabilities if already available at the PCF for the PDU Session.
In the Home Routed roaming, it is the H-PCF for the UE that subscribes to the notification event to the H-PCF for the PDU Session.
In the LBO roaming case, it is the V-PCF for the UE that subscribes to the notification event to the V-PCF for the PDU Session. The V-PCF for the UE receives the PCRT for the UE reporting of URSP rule enforcement from the H-PCF during the UE Policy Association Establishment or Modification.
7.	If not already installed, the PCF installs the Policy Control Request Trigger to detect "UE reporting Connection Capabilities from associated URSP rule" in the SMF.
8a.	When tThe SMF receives a UE report of URSP rule enforcement via PDU Ssession Eestablishment (with request type "existing PDU Session") or PDU Session/Mmodification as described in clauses 4.3.2 and 4.3.3 (step 8a).
8b. and the Policy Control Request Trigger is met, it  The SMF then reports the received URSP rule enforcement information traffic to the PCF serving the PDU Session, by invoking Npcf_SMPolicyControl_Update as defined in clause 6.1.3.5 of TS 23.503 [20] (step 8b). The SMF also provides additional PDU Session information (UE requested DNN (if different from the selected DNN), SSC mode, RSN (if available) and PDU Session Pair ID (if available)) if they were not provided to the PCF before.
9.	The PCF for the UE is notified on the "UE reporting Connection Capabilities from associated URSP rule" by Npcf_PolicyAuthorization_Notify (NotificationCorrelationId, EventId set to "UE reporting Connection Capabilities from associated URSP rule", EventInformation including the Connection Capabilities) as defined in clause 6.1.3.18 of TS 23.503 [20].
10.	The PCF for the UE checks operator policies and then may make policy control decisions based on awareness of URSP rule enforcement as described in clause 6.1.6 of TS 23.503 [20].
11.	The SM Policy Association is terminated as described in clause 4.16.6. The allocated UE address/prefix, SUPI, DNN, S-NSSAI and the PCF address are deregistered in the BSF.
12a.	If the PCF for the UE subscribed to the BSF, then the BSF notifies that the PCF serving a PDU Session is deregistered in the BSF, by invoking Nbsf_Management_Notify (Binding Identifier for the PDU Session).
12b.	If the PCF for the UE sent the request to notify that a PCF for the PDU Session is available to the AMF in step 1, then the PCF for the PDU Session sends Npcf_PolicyAuthoritation_Notify (EventID set to SM Policy Association termination, Notification Correlation Id).
* * * Next Changes * * * 

[bookmark: _Toc20204490][bookmark: _Toc27895189][bookmark: _Toc36192286][bookmark: _Toc45193399][bookmark: _Toc47593031][bookmark: _Toc51835118][bookmark: _Toc138763583]5.2.5.4.2	Npcf_SMPolicyControl_Create service operation
Service operation name: Npcf_SMPolicyControl_Create.
Description: The NF Service Consumer can request the creation of a SM Policy Association and provides relevant parameters about the PDU Session to the PCF.
Inputs, Required: SUPI (or PEI in the case of emergency PDU Session without SUPI), PDU Session id, DNN, S-NSSAI and RAT Type.
Inputs, Optional: Information provided by the SMF, such as PDU Session Type, Request Type, Access Type, the IPv4 address and/or IPv6 prefix, PEI, GPSI, User Location Information, UE Time Zone, Serving Network identifier (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), Charging Characteristics information, Session-AMBR, subscribed default QoS information (5QI, 5QI Priority Level, ARP), UE support of reflective QoS (see TS 23.501 [2], clause 5.7.5.1), Number of supported packet filters for signalled QoS rules for the PDU Session (see TS 23.501 [2], clause 5.7.1.4), 3GPP PS Data Off status, Trace Requirements and Internal Group Identifier (see clause 5.9.7 of TS 23.501 [2]), DN Authorization Profile Index, DN authorized Session AMBR, Framed Route information (as defined in Table 5.2.3.3.1-1), MA PDU Request indication, MA PDU Network-Upgrade Allowed indication, ATSSS capabilities of the MA PDU Session, QoS constraints from the VPLMN (as defined in clause 5.7.1.11 of TS 23.501 [2]), Satellite Backhaul Category information, list of NWDAF instance Ids (used by AMF, SMF, UPF) and corresponding Analytics ID(s), PVS IP address(es) and/or PVS FQDN(s) and Onboarding Indication in the case of ON-SNPN (see clause 5.30.2.10.4.2 of TS 23.501 [2]), URSP rule enforcement information that includesing Connection Capability and additional PDU Session information (UE Requested DNN, SSC Mode, RSN and PDU Session Pair ID) as specified in clause 4.16.16.2), HR-SBO support indication (see clause 6.2.1.2 of TS 23.503 [20]).
NOTE:	If SMF receives the DN authorized Session AMBR from the DN-AAA at PDU Session establishment, it includes the DN authorized Session AMBR within the Session-AMBR, instead of the subscribed Session-AMBR received from the UDM, in the request.
W-5GAN specific PDU Session information provided by the SMF is specified in TS 23.316 [53].
Outputs, Required: SM Policy Association ID defined in TS 29.512 [57]. Success or Failure.
Outputs, Optional: Policy information for the PDU Session as defined in TS 23.503 [20] and Policy Control Request Trigger(s) of SM Policy Association as defined in clause 6.1.3.5 of TS 23.503 [20].
See clause 5.8.2.2 of TS 23.501 [2] for allocation of IPv4 address and IPv6 prefix. The IPv6 prefix length is /64, or is shorter than /64 when Prefix Delegation applies.
See clause 4.16.4 for the detail usage of this service operation.
See clauses 4.22.2.1 and 4.22.3 for detailed usage of this service operation for ATSSS.
* * * End of Changes * * * 
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